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Myanmar, Palau, USA, Bermuda, Germany, Denmark
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IMO Resolution MSC.428(98)[CE WL TH RN S A BEARITDHAFS1>
The Guidelines on Cyber Security Onboard Ships produced and supported by BIMCO, CLIA, ICS, INTERCARGO, INTERTANKO, OCIMF and IUMI.
ISO/IEC 27001 standard on Information technology — Security techniques —Information security management systems — Requirements. Published jointly by the
International Organization for Standardization (ISO) and the International Electrotechnical Commission (IEC).
United States National Institute of Standards and Technology‘s Framework for Improving Critical Infrastructure Cybersecurity (the NIST Framework)
%ﬂ’ai‘& BE-BERAAFSIV-RBEY—ER
ClassNK : RAIZH T2 H A /N—tF 1) TA—IRDAVI AT LA(BERBERVEER) (B1R) /MMICE T3 AN —tF 2T —T AU HARZ12 (BE2hR)
ABS : CYBERSAFETY CS / CS Ready
LR : ShipRight
BV : SYS-COM, CYBER SECURE
DNV-GL : Cyber secure (Advanced)
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